I.P. & M. Unit 3 Summary Questions

Chapter 4 : Strategies for Protecting Information

Part 1 Due: Monday March 18th
1. Do all the questions in Activities 4.1.1 and 4.1.2 on page 144

2. Do question 1 of Activity 4.2.2 on page 146

3. How is the information wanted by individuals usually different from that wanted by organisations?

4. Describe, in your own words, the three general types of information use by organisations as detailed on pages 149 & 150 of the textbook.

5. List the advantages & disadvantages of using pre-packaged information as against producing your own.

6. Describe, using at least one example, the four factors affecting the value of information listed on pages 152-3.

7. Describe, using examples, the difference between Primary & Secondary sources of information. List some of the advantages and disadvantages of each.

Part 2: Due Monday March 25th
8. Using examples briefly describe the difference between physical and logical/electronic security.

9. What is meant by the term "monitoring and controlling access to information"?
Provide at least three examples of this practice at our school.

10. What is meant by the term "monitoring and controlling the flow of information"? Provide at least three examples of this practice at our school.

11. There are situations where the law in Australia/Victoria has forced particular obligations on organisations or individuals. Discuss at least two of these.

12. .Discus at least three examples for each of the following:

a. Procedures for enhancing security.

b. Equipment for enhancing security.

c. Minimizing the damage from a computer virus or avoiding a computer virus.

13. Do all the questions from Activity 4.7.1 on page 169.

14. What is a Disaster Recovery Plan? How would you know if it would be adequate?

15. “How well security works often depends on the willingness of operators to follow proper security procedures and use security equipment properly.” Explain this statement using at least three examples.
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