CROYDON SECONDARY COLLEGE

INFORMATION PROCESSING & MANAGEMENT

CHAPTER 6 – PART 1 – MANAGING INFORMATION – READING ASSIGNMENT

	SET DATE:
	DUE DATE:


1. What is the main factor affecting the reliability of information produced?

2. (a)  What do we mean when we say that data has integrity?

(b) Can perfect data integrity for the data kept by an organisation ever be achieved?

(c) To what extent should an organisation be prepared to spend money in order to achieve high levels of data integrity?

3. Explain the difference between data acquired from primary & secondary sources.  Use examples to illustrate the difference between them.

4. When preparing a survey, what sorts of things should be considered to ensure the data collected is useful?

5. How can data collected from secondary sources be checked for reliability before it is entered into an information system?

6. When data is entered into an information system it needs to be validated.  What is data validation and what sorts of things should it help to minimise?

7. Data validation involves the application of a set of rules as defined by the system designers.  In what sorts of ways may data be validated (see pp 80-81 in Chapter 3)?

8. Validation may be of the manual kind or it may be machine-based.  Explain the difference with examples to help illustrate your answer.

9. How do bar codes (product numbers) help to considerably improve the reliability of data entered into the various information systems in which they are used?

10. A further process that can be adopted to give greater assurance about the accuracy and completeness of data is known as verification.  Explain what data verification is using several examples of techniques that may be used to achieve this.

11. What sorts of techniques could be used by an organisation to ensure that data stored in their information systems is kept up to date?

12. Why is keeping certain data or disposing of data still an important issue for organisations today?

13. What is a database?

14. How are databases usually organised?  i.e., broken up into their component parts

15. Explain the difference, using examples to aid your explanation, between an open database and a closed database.

16. Describe the six key features of a database management system.

17. What are the advantages of using databases?

18. (a)  List the names of the three main ways in which databases can be organised.

(b) What is the essential difference between a hierarchical database and a network database?

(c) What are the advantages and disadvantages of using a relational database structure?

19. (a)  Define what is meant by the term records management system.

(b)  Why is records management an important function in organisations today?

(c) List the criteria by which the efficiency of a records management system can be measured?

(d) List the criteria by which the effectiveness of a records management system can be measured?

20. Design a file naming system that could be used to store data files in a secondary school office?  You will need to think about the sorts of documents that need to be stored and try and organise these appropriately.

21. (a)  Define what is meant by a records retention program?

(b) What does a records retention program involve?

(c) What types of media could be used to archive data that an organisation wishes to retain for future reference?

(d) Why have a records management procedures manual and what should it include?

22. In what formats may data be stored digitally so that paper copies of historical or important documents no longer need to be kept?

23. What is an intranet and how can in be used as a data warehouse within an organisation?
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1. Information systems used to produce information must be kept in good working order.  Describe some measures that can be used to ensure this.

2. In what ways can data be at risk or compromised?

3. (a)  Describe some ways where data can be lost or damaged accidentally.

(b) Describe some ways where data can be lost of damaged deliberately.

(c) Describe some scenarios where data might be lost as a result of equipment failure.

4. How may data that is important to organisations be stolen?

5.
Describe some of the techniques available for securing data against unauthorised access (to adequately answer this question, need to write three or four paragraphs here please).

6. Data loss can be minimised in lots of different ways.  Discuss some of these using examples to illustrate your answer where appropriate.

7.
Describe an example of a backup regime.

8.
What is the difference between an archival (full) backup and an incremental backup?

9. Why is it necessary to sometimes to store a backup copy of data off-site?

10. List the sorts of media on which backups are frequently made.

11. What does it mean to say that a device or software is backward(s) compatible?

12.
Why do organisations need to test that the restoration procedures, as opposed to the backup procedures, they have in place are actually working?

13.
Explain how uninterruptible power supplies work and what they achieve.  You might mention the role of shutdown software here too.

14.  Briefly discuss some of the ethical issues associated with the management of information.
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