Module 5 Cabling LANs and WANs – Review Questions
1. Where do you find a straight through cable, a crossover cable and a rollover cable used? Give an example for each.
Straight through – connects unlike devices eg. PC and switch, router and switch .
Crossover – connect like devices eg. 2 PCs, 2 switches, 2 hubs Rollover – connects host to console port of eg. Switch, router 
2. Draw the symbols for Ethernet and Serial links.
Ethernet is a straight line

Serial is like a stretched Z 
3. When evaluating cabling media what are the four factors used to determine the advantages and disadvantages of each type of media?
Cable length 

Cost 

Ease of installation 

Susceptibility to interference 

4. Give examples of each type of IEEE specification 
a) 802.3   --   Ethernet -- 10base2, 10Base 5, 10BaseT………………………………………
b) 802.3u……Fast Ethernet………100BaseTX…, 100BaseFX…
c) 802.3z ………………Gigabit Ethernet over Fibre ………………1000BaseSX, 1000 Base LX
d) 802.3ab …………Gigabit Ethernet over UTP ………………………1000BaseT…………………………………
5. Complete the table 
	
	10Base2 
	10Base5
	10BaseT
	100Base

TX
	100

BaseFX
	1000

Base-CX
	1000

BaseT
	1000

Base SX
	1000 Base LX

	Media
	Coax Thinnet
	Coax Thicknet
	Cat 3, 4, 5
	Cat 5
	Multimode Fibre 2.5/125 micron
	STP
	Cat 5, 5e, 6
	62.5/50 micron multimode fibre
	62.5/50 micron multimode. 9 micron singlemode fibre

	Max Cable Length
	185m
	500m
	100m
	100m
	400m
	25m
	100m
	275 – 550m
	440m – 10 Km

	Topology
	Bus
	Bus
	Star
	Star
	Star
	Star
	Star
	Star
	Star


6. What is a transceiver ? Give an example of its use.
……………………Converts from one connection or media to another eg. AUI to RJ45 or Fibre to UTP ……………………………………………………

7. What does RJ stand for in RJ-45 or RJ-11 ? Where are each of these connectors used ?
……………Registered Jack. RJ-45 in UTP data connections. RJ-11 on telephone connections and ADSL modems. …………………………………………………………………………
8.  What is a repeater, how does it work and what is the 5-4-3 rule ? What happens when this rule is broken?
A repeater receives a signal, regenerates it, and passes it on. It can regenerate and retime network signals at the bit level to allow them to travel a longer distance on the media.
The 5-4-3 rule states that between any two nodes on the network, there can only be a maximum of five segments, connected through four repeaters, or concentrators, and only three of the five segments may contain user connections.

9. Describe the features of each of 
a)…Passive…Hub   --serves as a physical connection point only. It does not manipulate or view the traffic that crosses it. It does not boost or clean the signal. A passive hub is used only to share the physical media. A passive hub does not need electrical power. b)…Active…Hub…An active hub must be plugged into an electrical outlet because it needs power to amplify a signal before it is sent to the other ports. 
c)…Intelligent..Hub…Intelligent hubs are sometimes called smart hubs. They function like active hubs with microprocessor chips and diagnostic capabilities. Intelligent hubs are more expensive than active hubs. They are also more useful in troubleshooting situations.
10.  What 2 items does each device need for 2 way wireless transmission?
For two-way communication, each device requires a transmitter and a receiver
11. Describe each of IR and RF wireless technologies describing features of each.
The two most common wireless technologies used for networking are IR and RF. IR technology has its weaknesses. Workstations and digital devices must be in the line of sight of the transmitter to work correctly. An infrared-based network can be used when all the digital devices that require network connectivity are in one room. IR networking technology can be installed quickly. However, the data signals can be weakened or obstructed by people who walk across the room or by moisture in the air. New IR technologies will be able to work out of sight. 
RF technology allows devices to be in different rooms or buildings. The limited range of radio signals restricts the use of this kind of network. RF technology can be on single or multiple frequencies. A single radio frequency is subject to outside interference and geographic obstructions. It is also easily monitored by others, which makes the transmissions of data insecure. Spread spectrum uses multiple frequencies to increase the immunity to noise and to make it difficult for outsiders to intercept data transmissions.

12. Describe filtering and flooding as it relates to Bridge functions
If the destination device is on the same segment as the frame, the bridge will not send the frame onto other segments. This process is known as filtering
If the destination address is unknown to the bridge, the bridge forwards the frame to all segments except the one on which it was received. This process is known as flooding. 

13.  What are the two operations carried out by switches ? 
The first operation is called switching data frames. This is the process by which a frame is received on an input medium and then transmitted to an output medium. The second is the maintenance of switching operations where switches build and maintain switching tables and search for loops. 

14. What makes a NIC a Layer 2 device ?
NICs are considered Layer 2 devices because each NIC carries a unique code called a MAC address
15.  Briefly describe a peer to peer network and a client server network.

Peer to peer – all devices are equivalent to each other in role       Client-Server – clients request services from server that distributes these eg. DNS server, print server, proxy server 
16. Complete the following table 
	Advantages of a Peer to Peer Network
	Advantages of a Client Server Network

	Less expensive to implement
	Provides for better security

	Does not require additional specialized network administration software
	Easier to administer when the network is large because administration is centralized

	Does not require a dedicated network administrator
	All data can be backed up on one central location


	Disadvantages of a Peer to Peer Network
	Disadvantages of a Peer to Peer Network

	Does not scale well to large networks and administration becomes unmanageable
	Requires expensive specialized network administrative and operational software

	Each user must be trained to perform administrative tasks
	Requires expensive, more powerful hardware for the server machine

	Less secure
	Requires a professional administrator

	All machines sharing the resources negatively impact the performance
	Has a single point of failure. User data is unavailable if the server is down.


17.  Describe the WAN technology known as ISDN
ISDN offers dial-on-demand connections or dial backup services. An ISDN Basic Rate Interface (BRI) is composed of two 64 kbps bearer channels (B channels) for data, and one delta channel (D channel) at 16 kbps used for signaling and other link-management tasks. PPP is typically used to carry data over the B channels. There is also ISDN PRI interface consisting of one D channel (64kbps) and 23 B channels (64kbps). 
An NT1 and/or   S/T connection is used depending on the location the service is found. In the USA NT1 provided by user, in Australia provided by carrier.

18. Describe DSL and Cable Modem technology.
DSL and cable modem connections have become more popular. Typical residential DSL service can achieve T1/E1 speeds over the telephone line. Cable services use the coaxial cable TV line. A coaxial cable line provides high-speed connectivity that matches or exceeds DSL. 

19. Compare a DTE and a DCE connection with respect to a WAN link.
The DTE is the endpoint of the user’s device on the WAN link. The DCE is typically the point where responsibility for delivering data passes into the hands of the service provider. When connecting directly to a service provider, or to a device such as a CSU/DSU that will perform signal clocking, the router is a DTE and needs a DTE serial cable. This is typically the case for routers. However, there are cases when the router will need to be the DCE. When performing a back-to-back router scenario in a test environment, one of the routers will be a DTE and the other will be a DCE

20.  Describe the two types of interfaces found on ISDN BRI.
With ISDN BRI, two types of interfaces may be used, BRI S/T and BRI U.  If  BRI U is used the NT1 device built into the interface. If not, it is a separate component.

An NT1 is an intermediate device located between the router and the service provider ISDN switch. The NT1 is used to connect four-wire subscriber wiring to the conventional two-wire local loop. In North America, the customer typically provides the NT1, while in the rest of the world the service provider provides the NT1 device. 

21. Describe how to setup a console connection to a router.
To set up a connection between the terminal and the Cisco console port, perform two steps. First, connect the devices using a rollover cable from the router console port to the workstation serial port. An RJ-45-to-DB-9 or an RJ-45-to-DB-25 adapter may be required for the PC or terminal. [image: image1.png]


Next, configure the terminal emulation application with the following common equipment (COM) port settings: 9600 bps, 8 data bits, no parity, 1 stop bit, and no flow control. 

22.  What is the AUX port used for on a router ?
The AUX port is used to provide out-of-band management through a modem. The AUX port must be configured by way of the console port before it can be used. The AUX port also uses the settings of 9600 bps, 8 data bits, no parity, 1 stop bit, and no flow control

23. Which protocol is typically used to carry data over an ISDN B Channel ?
PPP --  Point-to-Point Protocol
A successor to Serial Line Internet Protocol (SLIP), PPP provides router-to-router and host-to-network connections over synchronous and asynchronous circuits

24. What is the recommended maximum number of workstations configured on a peer to peer network ?
…10………………………………………………………………
Answer True or False for the following :
25.  Cabling media are considered Layer 2 devices (F)
26.  A Hub is a multi port bridge (F)

27.  A switch is a multi port repeater (F)
28.  Wireless networks use radio frequency (RF), laser, infrared (IR),  satellite, or microwaves to carry signals between computers (T)
29.  Many networking device manufacturers build the transmitter and receiver into a single unit called a transceiver or wireless network card  (T) 
30. In RF technology in wireless networks spread spectrum uses multiple frequencies to increase the immunity to noise and to make it difficult for outsiders to intercept data transmissions (T).
31. Frequency Hopping Spread Spectrum (FHSS) and Direct Sequence Spread Spectrum (DSSS) are two approaches used to implement spread spectrum for WLAN transmission (T)
32. A Bridge uses IP address information to make decisions on forwarding data to other segments (F)
33. A switch is a more sophisticated device than a bridge (T)
34.  Switches uses MAC address information to build tables to determine the destination of data that is sent between computers on the network (T)
35. Ethernet switches are popular connectivity solutions because they improve network speed, bandwidth, and performance. (T)
36. A NIC is considered a Layer 1 device (F)
37. A transceiver is a Layer 2 device (F)
38. Serial connections are used to support WAN services such as dedicated leased lines that run PPP or Frame Relay (T)
39.  Long distance communication WANs use serial transmission. (T)
40. The clocking rate on a serial connection is provided by the DCE connection. (T)
41. CSU/DSU is channel/data service unit that provides signal clocking on a WAN (T)
42. Analog bandwidth is measured by the size of the frequency range eg. 4 kHz and Digital bandwidth is measured in bits per second (bps) (T)
43. V35 and X21 are types of serial connections offered by service providers (T)
44. S0/1 stands for serial connection, module 1, port 0 (F)
45. Fa1/0 stands for Fast Ethernet module 0, port 1 (F)
46. DSL works over standard telephone lines using pins 3 and 4 on a standard RJ-11 connector. (T)
47. The reason for limiting the number of repeaters is to reduce total attenuation (F)
48. Limiting latency and preventing late collisions is the reason for limiting the total number of repeaters according to the 5-4-3 rule (T)
49. An ISDN PRI channel is made up of  2 D channels (F)
50. An ISDN BRI channel is made up of 4 B (bearer) channels (F)
