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CHAPTER 39 ANSWERS

BACKING UP

1. List the common causes of data loss.

· Human error – accidental deletion of files.

· File corruption due to removing a floppy disk while the drive is still writing.

· Software bugs – when Word “crashes” occasionally.

· Hardware error or failure – such as a head crash.

· System crash – power fluctuations or failure, blackouts, blown fuses, cooling failure.

· Software viruses. 

2. What should you consider when planning a backup procedure?

· How often should backups be done?

· When should backups be done?

· How long should backup copies be kept for and how many old backups should be retained?

· Where should backup copies be stored?

3. What is an incremental backup?

Consists of a full backup copy and a partial backup copy of only those files modified since the last backup.

4. What factors should you consider when scheduling a backup?

The times when the system will be the least disrupted by backing up, and whether users backup their own personal files or whether this should be done along with the system files.

5. How do you use Microsoft Backup to restore a file?

Open the Restore utility, set up the disk to be restored from, then start the Restore procedure.

6. What information does a backup log contain?

· Date of backup.

· Directories backed up.

· Type of backup.

7. What information does a restoration log contain?

· Date of restoration.

· Directory or files needed.

· Backup disks used.
· Reasons for restore.
8. Describe a backup procedure for master/transaction files.

Used when it is not acceptable to lose one day’s transactions or records (as in incremental backup). 

In Master/transaction files backup, the master file is updated by applying a series of transactions to produce a new master file. If the master file for a particular day is lost, it can be reconstructed from the previous day’s transaction file and the update program.

9. What is shadowing? What are its advantages and disadvantages?

Recovery time is the time taken to recover files from backup. If recovery time is unacceptably long, shadowing (or mirroring) is a technique that allows for immediate recovery of files from a disk. It involves keeping identical copies of files on two disks at all times.

Advantage – provides immediate backup.

Disadvantage – expensive as fault tolerant systems as they are called involve keeping two sets of hardware and software running at all times.

10. What should you consider when scheduling a backup? (Similar to Q2).

· Location of backup files? Should they be kept off-site, or can they be transmitted to a new location via the Internet?

· When to carry out the backup? Night-time is usually the least disruptive.

· Which files should be backed up?

· Which method for backing up should be used?
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